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Defining the Role of the Nurse Executive  
in Technology Acquisition and Implementation 

 
There is no doubt that information technology is about to become a key healthcare focus.  
It is an essential part of patient safety, quality, and our ability to deal with a looming 
workforce shortage.  It is critical that the nurse executive play an active role in the 
acquisition, implementation, and evaluation of information technology systems.  AONE 
recognizes the importance of this involvement and in that spirit, convened a workgroup to 
address these issues.  Nurse leaders representing AONE, Cerner, Siemens, Eclipsys, and 
GE Medical gathered for a two-day session to create guiding principles for the role of the 
nurse executive in this vital process. 
 
Areas of discussion included the knowledge required for the chief nursing officer in the 
pre-selection, implementation, and post implementation of clinical information systems.  
These areas were explored in depth to identify concrete actions that the CNO should be 
prepared to take.  It is essential that CNO’s know the critical questions that must be asked 
as well as the anticipated answers during the selection and implementation.  This can 
assure that the systems are evaluated at each step from a multi-disciplinary perspective. 
 
The work of the two days is now captured in the following AONE document, “The Role 
of the Nurse Executive in the Acquisition, Implementation, and Evaluation of 
Information Technology” It is hoped that these “Guiding Principles” capture the 
knowledge and skills that will shape a more robust role for the CNO in this overall 
process. 
 
Participants in the workgroup included: 
 
Dana Alexander, RN, MSN, MBA; Chief Nurse Officer, GEHC Integrated IT Solutions 
Laura Caramanica, RN, PHD; AONE Board Member, V.P. Nursing/Hartford Hospital 
Pat Conway-Morana, MAd, RNC, CNAA, FACHE; Past AONE Board Member, Senior 
Consultant/ACS Healthcare Solutions  
Karen Haase-Herrick, MN, RN; Past President of AONE, Executive Director NWONE 
Gail Latimer, RN, MSN; VP, CNO, Siemens Medical Solutions 
Deborah Martoccio, RN, BS, MBA; Vice President of Patient Care/ Chief Nursing 
Officer, University Community Hospital 
Roy Simpson, RN, C, CMAC, FNAP, FAAN; V.P. Nursing Informatics/Cerner 
Corporation 
Pamela Thompson, MS, RN, FAAN; CEO of AONE 
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Guiding Principles for the Nurse Executive in the Acquisition and 
Implementation of Information Systems 

 
 
 The Chief Nurse Executive plays a critical role in the selection and 
implementation of information systems. Acquiring new systems is a 
complicated process that impacts the entire facility. 
 
 The following guiding principles are meant to be a tool for the CNO 
to suggest how the CNO can be a successful participant in this process. 
 

The Principles are organized as follows: 
 

I. Pre-Acquisition 
II. Acquisition – Before Selection of Supplier 
III. Contract and Negotiation 
IV. Implementation – Managing the Process 
V. The ROI – Benefit Management and Value Propositions 
VI. Post Implementation 
VII. Understanding the Overall Policy Issues Related to Information 

Technology 
VIII. Survival Tips for the CNO New to the Organization 
IX. Directives from the CEO/Board 
X. Legal Aspects  
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GUIDING PRINCIPLES FOR  
 ACQUISITION AND IMPLEMENTATION OF 

 INFORMATION TECHNOLOGY 
 

 The Chief Nursing Officer plays a critical role in the selection and 
implementation of information technology and must demonstrate 
competency in change management.  Acquiring new information systems is 
a complicated process that impacts the entire organization.  Although some 
tasks may be delegated, the CNO must remain actively involved in the 
overall decision-making and implementation process.  These guidelines 
serve as a tool for the CNO and are not meant to capture all aspects of 
acquiring and implementing information technology in an organization.  
 

I. PRE-AQUISITION   The CNO focuses on framing the 
institution’s need and gaining necessary knowledge about the 
information technology industry.  

 
1. Cultivate AONE’s Vision for Patient Care of the Future that 

supports the use of technology by nurses and other members of 
the health care team and work to align IT Services with that 
vision. 

2. Identify how to align the Organization’s IT Strategic Plan and 
the overall Nursing Strategy Plan in collaboration with the 
CIO. 

3. Enhance and model own skill in the use of IT and encourage 
this development in all clinical staff including physicians. 

4. Be involved in decisions made regarding technology platform 
interoperability, scalability and understand capitalization of 
technology.   

5. Know the maturation of the IT product and understand the 
relationship between the need to purchase new technology and 
what already exists. 

6. Be aware of all technology acquisition occurring in the 
institution and understand possible impact to nursing systems.  
This includes the possible impact on labor relations. 

7. Ensure that decisions for nursing remain within the CNO’s 
authority. 
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II. ACQUSITION–BEFORE SELECTION OF VENDOR The 
work that occurs prior to the actual selection of a vendor lays a 
critical foundation for success.  It is helpful for the selection 
committee to develop a standard set of questions to be used in the 
selection/rejection process and for site visits.  Clinicians should be 
leaders of clinical implementations.  Although operational 
responsibility is delegable, the CNO remains accountable for this 
process. 

 
1. Understand the concept of “outsourcing IT” and if using a 

consultant for the selection of a vendor, ensure that he/she be 
supplier neutral. 

2. Make decisions about data ownership before you select a 
vendor and read their Annual and 10K Quality Reports. 

3. Understand coded data structures. What language is used?  
What is the standardized nomenclature? Know whether you 
will be an alpha or beta site. 

4. Understand the company’s definition of “customized”; what 
the risks of customization are and what response time offsets 
the need to customize for industry changes. 

5. Know the limitations of a “scripted” verses a “non scripted” 
presentation  

6. Find out where the vendor’s CNO sits on their organizational 
chart and where the vendor implemented its IT systems before 
– check references. 

7. Be involved in site visits and involve staff from all levels of 
your organization.  These “due diligence” visits can not be 
delegated and should include talking with the site CNO; 
determining the infrastructures in place to support the IT 
Systems; learning what training resources were required and 
how the change process was managed. 

8. Understand/participate in the RFP process including if such is 
needed. Know if it is part of the contract and know all 
functional requirements in the RFP. Address how adding this 
IT system meets your strategic imperative. Learn if there are 
viable opportunities for further exploration. 

9. Determine if the new IT System supports evidence based 
practice and provides good decision-support?  Will it support 
nursing and interdisciplinary practice? 
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10. Invite the viable vendors in to evaluate/assess the organization.  
This is when the organization’s CNO meets the vendor’s CNO 
and the value proposition is explored (may include return on 
investment). 

11. Demonstrations by the vendor should be done for the senior 
leadership team with physician representation. Know the 
benefits and limitations of a scripted vs. non-scripted demo. 
Scripted demonstration may lead to limitations of a fully 
robust delivery of the capabilities of feature functions.  
Understand the difference between clinical staff scenarios and 
patient care scenarios. 

12. As soon as the executive sponsor/leader of the steering 
committee is identified, the CNO should pay special attention 
to his/her collaborative relationship with the CIO.  This is to 
assure that the clinical perspective will be integrated.   

 
III. CONTRACT AND NEGOTIATIONS Although the CNO may 

not be the executive who manages the contracting process, once 
there is a contract, he/she should review the entire contract paying 
special attention to the parts of the contract that refer to clinical 
practice, phasing, resources and expectations for the CNO.  Note: 
there might be dual contract negotiations underway. 

 
1. Know if the facility is being considered a “reference site” and 

find out what that means and its potential impact on 
operations. 

2. Know what the vendor is responsible for delivering and ensure 
language specific for education and training including who 
will provide and pay for this, when and for how long.  If the 
Hospital is paying for education/ training that is required, what 
budget will carry this expense. 

3. Understand the penalty aspects of the contract and how the 
system will be financed.  Monitor the contract finalization 
process, paying close attention to any changes that are made 
during that process. 

4. Know the obsolescence clauses, software upgrade fees, and 
other potential budget implications that may occur in the 
future. 

5. Know if the contract states whether or not the CNO can 
receive direct contact from the vendor’s CNO. 
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IV. IMPLEMENTATION – MANAGING THE PROCESS The 

CNO plays a critical role in managing the process of 
implementation that should be congruent with his/her vision for the 
future.  He/she should review the project timeline and budget to 
assure that it covers necessary activities and resources anticipated. 

 
1. Assure the vendor’s IT team possesses necessary expertise and 

that there will be frequent contact between the frontline 
implementation team and the CNO, with a clear plan for 
managing communication.  This includes communication 
between the vendor CNO and the organization’s CNO.  Define 
the escalation process for problems ahead of time. 

2. Include in the communication plan highlights for 
implementation and successes along the way. Celebrate these 
along the way. 

3. Identify measures of success and metrics from the contract that 
are critical for the CNO, and monitor these closely - “manage 
to benefits”. Assure that there is a process to alert the CNO of 
any major workflow changes that may impact other strategic 
initiatives such as patient safety. Have a strong voice in the 
GO-NO/GO decision. 

4. Educate and enlist the nursing leadership team to serve as the 
ongoing champions for the project and assess the readiness of 
staff as part of implementation. Assure there is a Nurse 
Informaticist to support the implementation roll out. 

5. Assure that there is a deployment strategy with adequate 
resources and know the trade-offs of “BIG-BANG 
implementation verses a phased in approach defined by 
time/cost/resources. Pay extra attention to quality and safety 
during implementation. 

6. Assess the impact of the new IT system on students from 
schools of nursing, pharmacy, etc. and decide how much the 
student will be included. Involve all stakeholders in the 
implementation process. 

7. Achieve a basic working knowledge of the new IT System 
specifically its functionality features. 

8. Be prepared for unplanned and planned system downtimes by 
having adequate plans that function during these times. It is 
advisable to have offsite redundancies. 
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V. THE RETURN ON INVESTMENT (ROI) - BENEFIT 

MANAGEMENT AND VALUE The CNO should work with 
other members of the senior leadership team to determine the value 
proposition beyond the usual proposed saving of FTE’s. Integrate 
patient safety and quality into the ROI analysis/processes, 
regardless of where they are conducted.  Base benefits on sound 
evidence whenever possible. 

 
1. Assure that staff understands the benefits and objectives at the 

beginning of the project and monitor to those objectives. 
2. Assure that these are measurable and know ahead of time how 

they will be measured and when. 
3. Risk metrics are included in the contract.  Understand if the 

vendor does not achieve their metrics and how this will affect 
cost. 

4. If there are risk metrics in the contract that impact clinical 
practice, the CNO should review and sign off on them. 

 
VI. POST IMPLEMENTATION The CNO should be involved in the 

executive leadership meetings regarding all stages of IT acquisition 
and assure nursing representation on user group meetings.  He/she 
should proactively evaluate current and new technology to know 
how these can serve the organization. 

 
1. Understand the process for future upgrades and version 

releases. 
2. Participate in the scheduling and prioritizing of system 

upgrades and version releases in order to align deployment of 
these changes. 

3. Establish and monitor all of the performance measures to be 
certain that the system is meeting patient, staff and physician 
needs.  This is especially true for compliance and satisfaction 
measures. 

4. Know what additional functionality is available and how that 
can be maximized. 

5. Assure there will be ongoing organizational nursing IT 
support.  

6. Establish how the CNO will get information on an ongoing 
basis. 
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VII. UNDERSTANDING THE OVERALL POLICY ISSUES 

RELATED TO INFORFORMATION TECHNOLOGY Policy 
depends on data, leading to information that leads to knowledge. In 
addition to the CNO’s local responsibility for the acquisition and 
implementation of IT systems in the organization, he/she should 
maintain a global perspective on Information Technology and its 
impact on policy. 

 
1. Be aware of the state and national policy implications of 

technology advances. 
2. Take advantage of policy issues as leverage points if they can 

improve patient care. 
3. Stay connected to the professional associations such as AONE 

that keeps members informed of policy implications. 
4. Always consider policy implications of technology 

implementation and use. 
5. Be aware of the availability of grant money to facilitate 

acquisition of technology. 
6. Stay informed through information technology news sources 

such as IT HealthBeat. 
 
 

VIII. SURVIVAL TIPS FOR THE CNO NEW TO THE 
ORGANIZATION STOP – LOOK – LISTEN If the CNO is 
hired by an organization that has recently made an IT decision, 
learn the IT Strategic Plan for the facility and how it fits with 
Nursing’s Strategic Plan and priorities.  It will be critical for the 
CNO to establish a collaborative and sustainable working 
relationship with the CIO. 

 
1. Optimize the situation, but understand that altering 

significantly a major system decision that has already been 
made can not be done at this time. 

2. Review the overall role accountabilities for the CNO and 
recalibrate for the new facility. 

3. Understand what the CNO will be held accountable for 
regarding the implementation of the IT System. 
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4. If the CNO is entering in the middle of implementation of a 
new system, he/she will need to have IT as a core competency 
in order to be successful. 

5. Contact colleagues, especially those with recent IT 
implementation experience, and request collegial consultation 
and mentoring. 

6. Seek out the vendor CNO for assistance when needed.  
 

IX. DIRECTIVES FROM THE CEO/BOARD When information 
system selection is a decision made at the CEO or Board level, 
there won’t be an opportunity to go through the full vetting process 
for selection as described in these Guiding Principles. 
 
1. Understand the political environment of the selection and the 

potential impact of the decision, as well as why it is important 
to work towards acceptance and successful implementation of 
the new IT System. 

2. Use these Guiding Principles and review the metrics of the IT 
contract. Understand how they might impact operations. If it 
happens, debrief to understand what occurred and why. 

3. When bringing up issues or concerns, do so in a way that 
targets success of the project so as to not be seen as a barrier to 
implementation. Refer to the “Survival Tips”. 

 
 

X. LEGAL ASPECTS The CNO should be familiar with legal issues 
specific to the acquisition and implementation of IT Systems.   
 
1. Understand the legal parameters around intellectual property.  

For example, anything created by a paid employee usually 
belongs to the employer. 

2. Contracts can define ownership of the system. Know who is 
identified as the “owner”. 

3. Understand copyright and licensing laws and their impact on 
the information system. Know the boundaries for exposure and 
liability. 

4. Be aware of corporate compliance laws, especially during 
contract negotiations. (i.e. Stark Regulations) 
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